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>>>First Change<<<
>>>Next Change<<<
>>>6.3.14 covers delivery of AD over LPP today thus delivery of keys should also be considered covered  <<<
6.3.13
Mobility Management Entity, MME

The Mobility Management Entity (MME) contains functionality responsible for UE subscription authorization and managing positioning requests of LCS. The MME is accessible to the GMLC via the SLg interface. The LCS functions of MME are related to charging and billing, LCS co-ordination, E-SMLC selection, location request, authorization and operation of the LCS services.

The MME may inform HLR/HSS about the UE's LCS Capabilities for EPS and may include the IP address of the V-GMLC associated with the MME in the Update Location Request message, during Attach and Inter MME Tracking Area Update procedures.

The MME selects an available E-SMLC to serve the location request for a UE. The selection is based on network topology and should provide load balancing between E-SMLCs. Other criteria for E-SMLC selection may include LCS Client type and requested QoS. The MME may inform E-SMLC about subscribed services broadcast assistance data services the subscriber is authorized to receive.  
6.3.14
Evolved Serving Mobile Location Centre, E-SMLC

The E-SMLC manages the overall co-ordination and scheduling of resources required for the location of a UE that is attached to E-UTRAN. It also calculates the final location and velocity estimate and estimates the achieved accuracy. The E-SMLC interacts with the UE in order to exchange location information applicable to UE assisted and UE based position methods and interacts with the E-UTRAN in order to exchange location information applicable to network assisted and network based position methods.
>>>Next Change<<<
9.2.6
Mobile Originating Location Request, EPC (EPC-MO-LR)

The following procedure shown in figure 9.8d allows an UE to request either, its own location and optionally, velocity, location assistance data or broadcast assistance data message ciphering keys. Location assistance data may be used subsequently by the UE to compute its own location throughout an extended interval using a mobile based position method. A ciphering key enables the UE to decipher location assistance data broadcast periodically by the network. The EPC MO LR may be used to request GNSS assistance data or request ciphering keys. The procedure may also be used to enable an UE to request that its own location be sent to an external LCS client.
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Figure 9.8d: General Network Positioning for packet switched MO-LR

9.2.6.1
Location Preparation Procedure

1)
If the UE is not using Control Plane CIoT EPS Optimisation and if the UE is in ECM-IDLE state, the UE performs a UE triggered service request as defined in TS 23.401 [41] in order to establish a signalling connection with the MME and assign a specific eNodeB.


If the UE is using Control Plane CIoT EPS Optimisation, procedures for Mobile Originated Data Transport in Control Plane CIoT EPS optimisation as defined in TS 23.401 [41] are performed by the UE to establish a signalling connection with the MME.

2)
The UE sends a NAS PDU containing an MO-LR Request inside an RRC UL Information Transfer message to the eNodeB. The MO-LR Request may optionally include an LPP positioning message. The eNodeB forwards the MO-LR Request (including any embedded LPP message) to the MME inside an S1AP Uplink NAS Transport message. Different types of location services can be requested: location estimate of the UE, location estimate of the UE to be sent to an external LCS client, location assistance data or broadcast assistance data message ciphering keys. If the UE is requesting its own location or that its own location be sent to an external LCS client, this message carries LCS requested QoS information (e.g. accuracy, response time, LCS QoS Class), the requested maximum age of location and the requested type of location (e.g. "current location", "current or last known location"). If the UE is requesting that its location be sent to an external LCS client, the message shall include the identity of the LCS client and may include the address of the GMLC through which the LCS client should be accessed. In addition, a Service Identity indicates which MO-LR service of the LCS Client is requested by the UE may be included. The message also may include a pseudonym indicator to indicate a pseudonym should be assigned by the network and transferred to the LCS Client as the UE's identity. If the UE is instead requesting location assistance data or ciphering keys, the embedded LPP message specifies the type of assistance data or or deciphering keys and the positioning method for which the assistance data or ciphering applies. For an LCS EPC-MO-LR requesting location transfer to an external LCS Client, the MME shall assign a GMLC address, i.e. V-GMLC address, which is stored in the MME. If a V-GMLC address is not available, the MME may reject the location request. The MME verifies the subscription profile of the UE and decides if the requested service is allowed or not.

3)
The MME selects a E-SMLC as described in clause 6.3.13 and sends a Location Request message to the selected E-SMLC. The Location Request message conveys any embedded LPP message in the MO-LR Request. Once an MME has selected an E-SMLC it must continue to use that E-SMLC for the duration of the session. The Location Request message indicates whether a location estimate or location assistance data is requested. If the UE's location is requested, the message also includes the requested QoS. If location assistance data is requested, the embedded LPP message will convey the requested types of location assistance data or broadcast assistance data message ciphering keys. The message carries also other location parameters received in the MO-LR Request message, the current cell identity obtained from S1-AP message that carries the NAS MO-LR Request,  the UE capability to support LPP and the types of broadcast assistance data deciphering keys the subscriber is authorized to receive. The message also indicates RAT type and/or coverage level if applicable.

9.2.6.2
Positioning Measurement Establishment Procedure

4)
If the UE is requesting its own location, the actions described in clause 9.3a are performed. If the UE is instead requesting location assistance data, the E-SMLC transfers this data to the UE as described in clause 9.3a.1. The E-SMLC determines the exact location assistance data to transfer according to the type of data specified by the UE, the UE location capabilities and the current cell.


NB-IoT UEs may perform measurements for some positioning methods only when in ECM-IDLE state. An E-SMLC that is aware of this (e.g. from an indication sent by the UE) may allow additional response time to the UE (e.g. in the QoS) to obtain the measurements. An MME that is aware of this (e.g. from the UE access type) may also allow additional time for a location session to complete.

9.2.6.3
Location Calculation and Release Procedure

5)
When a location estimate best satisfying the requested QoS has been obtained or when the requested location assistance data has been transferred to the UE, the E-SMLC returns a Location Response to the MME with an indication whether the obtained location estimate satisfies the requested accuracy or not. This message carries the location estimate if this was obtained. If a location estimate was not successfully obtained, or if the requested location assistance data or deciphering keys could not be transferred successfully to the UE, a failure cause is included in the Location Response.

6)
If the UE did not request transfer of its location to an external LCS Client in step 2, steps 6 to 13 are skipped. Otherwise, if the location estimate was successfully obtained, the MME shall send a Subscriber Location Report to the V-GMLC assigned in the step 2, carrying the MSISDN/IMSI of the UE, the event causing the location estimate (EPC-MO LR) and the location estimate, its age, obtained accuracy indication and the LCS QoS Class requested by the target UE. In addition, the Subscriber Location Report may include the pseudonym indicator, the identity of the LCS Client, the GMLC address and the Service Identity specified by the UE, if available.

7)
This step is the same as step 7 for a PS-MO-LR in clause 9.2.2.3.

8)
This step is the same as step 8 for a PS-MO-LR in clause 9.2.2.3.

9)
This step is the same as step 9 for a PS-MO-LR in clause 9.2.2.3.

10)
This step is the same as step 10 for a PS-MO-LR in clause 9.2.2.3.

11)
This step is the same as step 11 for a PS-MO-LR in clause 9.2.2.3.

12)
This step is the same as step 12 for a PS-MO-LR in clause 9.2.2.3.

13)
If the V-GMLC receives the MO-LR Location Information Acknowledgement from the H-GMLC, the V-GMLC shall record charging information both for the UE and inter-working revenue charges and send the Subscriber Location Report Acknowledgement to the MME, carrying the information specifies whether the location estimate of the UE has been handled successfully by the identified LCS Client, and if not success, the corresponding error cause obtained in step 12.


If the V-GMLC receives the Subscriber Location Report from the MME and it is not required to send to any LCS Client, the V-GMLC shall record charging information for the UE and response the Subscriber Location Report Acknowledgement to the MME.

14)
The MME returns a NAS MO-LR Response message to the UE carrying any location estimate requested by the UE including the indication received from E-SMLC whether the obtained location estimate satisfies the requested accuracy or not, or an indicator whether a location estimate was successfully transferred to the identified LCS client. If the location estimate was successfully transferred to the identified LCS Client, the MO-LR Response message shall specify whether the location estimate of the UE has been handled successfully by the identified LCS Client, and if not, the corresponding error cause obtained in step 13. The MME may record charging information.

>>>Next Change<<<
9.3a.x
Delivering Non-UE Associated Broadcast Assistance Data

The following procedure is used by the E-SMLC to support broadcast of assistance data. This procedure is not associated with a UE location session. It is used in a MME LCS stateless manner to obtain network assistance data from an eNodeB. RAN positioning procedures related to E-SMLC and eNodeB communication are specified in TS 36.455 [48].
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Figure 9.8g: Obtaining Network Assisted Data

1.
The E-SMLC sends a Location Information message to the MME carrying assistance data it requests the eNodeB to broadcast. The target eNodeB identity and E-SMLC identity are included for MME routing purposes.

2.
The MME sends a Network Positioning Information message to the eNodeB, conveyed in a S1-AP Transport Message. The MME includes a Routing identifier that represents the E-SMLC identity in a S1-AP Transport Message. This Routing identifier is not dynamically retained at the MME (i.e., the MME remains LCS stateless).

3.
The eNodeB stores the position information.

4.
The eNodeB returns a Network Positioning Information message to the MME, conveyed in a S1-AP Transport Message containing information indicating if eNodeB can configure broadcast of the assistance data. The eNodeB also includes the Routing identifier in a S1-AP Transport Message received in step 2.

5.
The MME returns the Network Positioning Information received in step 4 to the E-SMLC. The MME determines the E SMLC from the Routing identifier received in step 4. 

>>>Next Change no change in this clause<<<
9.6
Mobile Originating Location

An UE may subscribe to any of the following classes of mobile originating location:

a)
Basic Self Location;

b)
Autonomous Self Location;

c)
Transfer to Third Party.

An MO-LR shall be allowed by the serving node (VMSC/MSC Server/SGSN/MME) if the type of request is supported by the appropriate subscription according to the following table.

Table 9.3: Required UE Subscription Options for MO-LR Requests
	Type of MO-LR Request
	Required UE Subscription

	UE requests own location
	Basic Self Location

	UE requests location assistance data
	Autonomous Self Location

	UE requests transfer of own location to another LCS Client
	Transfer to Third Party


>>>Next Change<<<

10
Information storage

This clause describes information storage structures that are mandatory (M), conditional (C) or optional (O) for LCS, and the recovery and restoration procedures needed to maintain service if inconsistencies in databases occur and for lost or invalid database information. Information storage in RAN network elements is specified in UTRAN Stage 2 (TS 25.305 [1]) and GERAN Stage 2 (TS 43.059 [16]) specifications.

10.1
HLR and HSS

The HLR/HSS holds LCS data for both UE subscribers and LMUs. If the privacy profile data for UE subscribers are stored in H-GMLC/PPR, HLR/HSS needs to store the corresponding pseudo-external identities and MO-LR related subscription data shown in Table 10.4 and 10.5. The pseudo-external identities are stored in the privacy exception list shown in Table 10.2. The details of the pseudo-external identity are described in Annex C.

10.1.1
LCS Data in the HLR/HSS for an UE Subscriber

The IMSI is the primary key for LCS UE subscription data in the HLR/HSS. This subscription data may be stored in a Multiple Subscriber Profile (MSP), with the HLR/HSS able to hold a number of MSPs per IMSI.

For GSM and UMTS, the LCS UE subscription data includes a privacy exception list containing the privacy classes for which location of the target UE is permitted. Each privacy class is treated as a distinct supplementary service with its own supplementary service code. The following logical states are applicable to each privacy class (refer to TS 23.011 [22] for an explanation of the notation).

Table 10.1: Logical States for each LCS Privacy Class

	Provisioning State
	Registration State
	Activation State
	HLR Induction State

	(Not Provisioned,
	Not Applicable,
	Not Active,
	Not Induced)

	(Provisioned,
	Not Applicable,
	Active and Operative,
	Not Induced)


For each LCS privacy class, the HLR/HSS shall store the logical state of the class on a per-subscriber (or per subscriber MSP) basis. In addition, the permanent data indicated below shall be stored on a per subscriber (or per subscriber MSP) basis when the logical provisioning state of the associated LCS privacy class is "provisioned". For the meaning of each LCS privacy class, refer to clause 9 and to TS 22.071 [4].
Moreover a list of allowed service types may be stored. The meaning of service types is defined in TS 22.071 [4].

Table 10.2: LCS data stored in the HLR privacy exception list for an UE Subscriber
(or UE Subscriber MSP)

	LCS Privacy Class
	Status
	Additional HLR Data when Class is provisioned

	Universal Class
	-
	No additional data

	Call/session Related Class
	M

O

C

O

C


	Indication of one of the following mutually exclusive options for any LCS client not in the external LCS client list:

-
Location not allowed

-
Location allowed without notification (default case)

-
Location allowed with notification

-
Location with notification and privacy verification; location allowed if no response

-
Location with notification and privacy verification; location restricted if no response

External LCS client list: a list of zero or more LCS clients, with the following data stored for each LCS client in the list:

-
International E.164 address identifying a single LCS client or a single group of LCS clients that are permitted to locate this target UE

-
Restriction on the GMLC. If no value is stored for this data, there is no restriction on GMLC and any GMLC is allowed to request location information for the UE. Possible values are:

-
Identified GMLCs only

-
Any GMLC in the home country

-
Indication of one of the following mutually exclusive options:

-
Location allowed without notification (default case)

-
Location allowed with notification

-
Location with notification and privacy verification; location allowed if no response

-
Location with notification and privacy verification; location restricted if no response

	Call/session Unrelated Class
	M

O

C

O

C


	Indication of one of the following mutually exclusive options for any LCS client not in the external LCS client list:

-
Location not allowed (default case)

-
Location allowed with notification

-
Location with notification and privacy verification; location allowed if no response

-
Location with notification and privacy verification; location restricted if no response

External LCS client list: a list of zero or more LCS clients, with the following data stored for each LCS client in the list:

-
International E.164 address identifying a single LCS client or a single group of LCS clients that are permitted to locate this target UE

-
Restriction on the GMLC. If no value is stored for this data there is no restriction on GMLC and any GMLC is allowed to request location information for the UE. Possible values are:

-
Identified GMLCs only

-
Any GMLC in the home country

-
Indication of one of the following mutually exclusive options:

-
Location allowed without notification (default case)

-
Location allowed with notification

-
Location with notification and privacy verification; location allowed if no response

-
Location with notification and privacy verification; location restricted if no response

	PLMN Operator Class
	O
	LCS client list: a list of one or more generic classes of LCS client that are allowed to locate the particular UE. The following classes are distinguished:

-
LCS client broadcasting location related information

-
O&M LCS client in the HPLMN

-
O&M LCS client in the VPLMN

-
LCS client recording anonymous location information

-
LCS Client supporting a bearer service, teleservice or supplementary service to the target UE


Table 10.3: LCS Service types stored in the HLR/HSS per UE subscriber

	Service type indication
	Status
	Additional HLR data when the indication is stored

	Service Types


	O

O

C


	Service types list: a list of one or more service types for which the LCS client is allowed to locate the particular UE. The possible service types are defined in TS 22.071 [4]. The following data may be present for each service type in the list:

-
Restriction on the GMLC. If no value is stored for this data, there is no restriction on GMLC and any GMLC is allowed to request location information for the UE. Possible values are:

-
Identified GMLCs only

-
Any GMLC in the home country

-
Indication of one of the following mutually exclusive options:

-
Location allowed without notification (default case)

-
Location allowed with notification

-
Location with notification and privacy verification; location allowed if no response

-
Location with notification and privacy verification; location restricted if no response


In case that UE's privacy profile is stored and is checked in the GMLC (H-GMLC) or in the PPR, pseudo-external identities may be set in the external LCS client list of the HLR privacy exception list shown in Table 10.2. The pseudo-external identity is not the identity of real external LCS client but the identity which is used for notifying SGSN/MSC of the location request class (call/session related or non-call/session related) and the required type of indication for each class. Operator allocates E.164 addresses for the pseudo-external identities.

Fourteen pseudo-external identities are needed to be defined. The pseudo-external identities are summarized in the Table C.1. The pseudo-external identities are registered in SLPP of each UE in advance.

LCS UE subscription data may include a mobile originating list containing the LCS mobile originating classes that an UE is permitted to request. Each LCS mobile originating class is treated as a distinct supplementary service with its own supplementary service code. The following logical states are applicable to each mobile originating class (refer to TS 23.011 [22] for an explanation of the notation).

Table 10.4: Logical States for each Mobile Originating LCS Class

	Provisioning State
	Registration State
	Activation State
	HLR Induction State

	(Not Provisioned,
	Not Applicable,
	Not Active,
	Not Induced)

	(Provisioned,
	Not Applicable,
	Active and Operative,
	Not Induced)


For each LCS Mobile Originating class, the HLR/HSS shall store the logical state of the class on a per-subscriber (or per subscriber MSP) basis. In this version of LCS, there is no additional permanent data in the HLR. The table below shows the defined mobile originating classes. For the meaning of each LCS mobile originating class, refer to clause 8 and to TS 22.071 [4].

Table 10.5: Data stored in the HLR/HSS for the LCS Mobile Originating List for an UE
(or UE Subscriber MSP)

	LCS Mobile Originating Class
	Status
	Additional HLR Data when Class is provisioned

	Basic Self Location
	-
	No additional data

	Autonomous Self Location
	O
	List of the types of broadcast assistance data services the subscriber is authorized to receive. Following types are defined for E-UTRAN access:
-
GNSS UE-A

-
GNSS UE-B

-
RTK
-
PPP
-
SSR
-
OTDOA UE-A
-
OTDOA UE-B
[Editors Note: the list is preliminary and may be adjusted depending on input from RAN2 and SA3.

	Transfer to Third Party
	-
	No additional data


In addition to the privacy exception list, the following other data items may be stored in the UE subscription profile in the HLR to support LCS.

Table 10.6a: Temporary LCS data in the HLR

	Other Data in the HLR
	Status
	Description

	GMLC List
	O
	List of one or more E.164 addresses of the GMLCs from which a location request for an MT-LR is allowed, The addresses are only relevant to an LCS client that is restricted (in the UE privacy exception list) to making call/session related or call/session unrelated location requests.


>>>End of Changes<<<
>>>Sections not needing change<<<

5.4.2.4
Location System Broadcast Function (LSBcF)

The Location System Broadcast Function (LSBcF) provides broadcast capability. The LSBcF capability is only used when broadcast data is required for E-OTD, OTDOA or A-GNSS positioning methods.
>>>Next Section<<<
5.4.3.1
Location Subscriber Authorization Function (LSAF)

The Location Subscriber Authorization Function (LSAF) is responsible for authorizing the provision of a location service (LCS) for a particular mobile station (UE with SIM/USIM). Specifically, this function validates that a LCS can be applied to a given subscriber. In case LCF is in the UE then LSAF verifies that the UE subscriber has subscribed to the requested LCS service. LSAF also detects if the identity used to address the target UE is a pseudonym. If the identity used is detected as a pseudonym, the LSAF can then call the Location Subscriber Translation Function to perform the translation to verinym.
>>>Next Section<<<
6.3.4
LCS support in the UE

The UE may be involved in the various positioning procedures. Specific UE involvement is specified in each of the positioning procedures specified in TS 36.305 [42] in E-UTRAN, TS 25.305 [1] for UTRAN and TS 43.059 [16] for GERAN.

The UE interacts with the measurement co-ordination functions to transmit the needed signals for uplink based LCS measurements and to make measurements of downlink signals. The measurements to be made will be determined by the chosen location method.

The UE may also contain LCS applications, or access a LCS application through communication with a network accessed by the UE or an application residing in the UE. This application may include the needed measurement and calculation functions to determine the UE's location with or without assistance of the GSM/UMTS/EPS LCS entities.

In GSM the positioning methods supported by the UE are signalled by the UE to the core network and radio access network using Classmark3 in CS mode, as specified in TS 24.008 [24].

In UMTS the UE capability to support different positioning methods is only communicated within UTRAN, as specified in TS 25.331 [25].

In EPS the positioning methods supported by the UE may be signalled by the UE to the core network using LPP by the initial location service invocation as specified in TS 36.305 [42]. Also, in EPS the UE capabilities to support LCS Notification for an MT-LR and LPP for positioning are exchanged at the initial EPS attach procedure. The indication of the UE LPP capability will be forwarded by MME to E-SMLC as specified in TS 29.171 [46].

The UE informs the core network about its capability to support privacy invocation request and response using Classmark2 in CS mode and MS Network Capability in PS mode, as specified in TS 24.008 [24].

The UE may also, for example, contain an independent location function (e.g. Global Satellite Positioning Service GPS) and thus be able to report its location, independent of the RAN transmissions. The UE with an independent location function may also make use of information broadcast by the RAN that assists the function.

The UE may support multiple simultaneous location sessions.
>>>Next Section<<<
6.3.9
HSS

The HSS contains LCS subscription data and routing information. The HSS is accessible from the GMLC via the Lh/SLh interface. For roaming UEs, HSS may be in a different PLMN.

>>>Next Section<<<
7.1a
LCS signalling between Access and Core Networks for E-UTRAN access networks

For E-UTRAN access networks, the MME sends location requests to the E-SMLC via the SLs interface (see clause 7.8). The E-SMLC then sends core network measurement requests, as described in clause 7.1a.1, to the access network via the MME. The access network sends corresponding network measurement reports, as described in clause 7.1a.2, back to the E-SMLC, again via the MME.

Communication between access and core networks is accomplished through S1 interface in E-UTRAN (see TS 36.305 [42].

>>>Next Section<<<
10.2
VLR/SGSN

The VLR/SGSN contains the same LCS permanent data for each registered UE subscriber, as does the HLR/HSS. This data is downloaded to the VLR/SGSN as part of the location update procedure between the VLR/SGSN and HLR/HSS for an UE subscriber.

10.2a
MME

The MME contains the same LCS permanent data for each registered UE subscriber, as does the HSS. This data is downloaded to the MME as part of the Attach and Tracking Area Update procedures between the MME and HSS for a UE subscriber.
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